Subsecretaria
de Prevision
Social

Gohierno de Chile

APRUEBA CONVENIO DE COLABORACION

Subsecretaria de Prevencion Social ENTRE LA SUBSECRETARIA DE
PREVISION SOCIAL Y EL SERVICIO DE
3 |] MAY 2[]23 REGISTRO CIVIL E IDENTIFICACION.
TOTALMIENTE < o E7
TRAMITADO RESOLUCION EXENTA N° 57.

SANTIAGO, 30 de mayo de 2023.

VISTOS:

Lo dispuesto en el D.F.L. N° 1/19.653, que fija el texto refundido, coordinado y
sistematizado de la Ley N° 18.575, Organica Constitucional de Bases Generales
de la Administracion del Estado; en el Decreto con Fuerza de Ley N° 25, de
1959, del Ministerio de Hacienda; en las Resoluciones N°7 de 2019 y N°14 de
2022, de la Contraloria General de la Republica, sobre exencion del Tramite de
Toma de Razén; en la Resolucién Afecta N° 03 de 2022, de 1a Subsecretaria de
Previsién Social: en la Resolucién Exenta N° 173 de 2023, de la Subsecretaria
de Previsién Social. en la Resolucién Exenta N° 44 de 2022, de la
Subsecretaria de Prevision Social; y

CONSIDERANDO:

1. Que, desde el afio 2022, e! Ministerio del Trabajo y Prevision Social, a través
de la Subsecretaria de Previsién Social, lleva a cabo la Encuesta de Proteccion
Social (EPS), la que es un estudio tipo panel que indaga en las materias relativas
a la proteccion social, sirviendo como almacenamiento para el diagnostico,
desarrollo y evaluacién de politicas publicas en este ambito.

2. Que, la Encuesta de Proteccién Social es fa mayor encuesta panel en Chile,
con una muestra aproximada de 20.000 personas distribuidas en todas las

regiones del pais.

3. Que, mediante Resolucion Afecta N° 03 de 2022, se llamé a licitacion pablica
y se aprobaron las bases administrativas, técnicas y anexos para la contratacion
del Servicio de Reconceptualizacién de Objetivos, Actualizacion del Cuestionario,
Disefio Muestral, Trabajo de Campo, Procesamiento y Analisis de Resultados de
la VIl ronda de la EPS, fa que fue adjudicada mediante Resolucion Exenta N°

173 de 2022.

4. Que, el Servicio de Registro Civil e |dentificacion, cuenta con datos, bajo la
modalidad de un servicio fuera de linea, esto es, servicio batch, que contiene la
informacién de contacto de la poblacion del pais.

5. Que, para la ejecucién de la VIl ola o Ronda de la Encuesta de Proteccion
Social, es necesaric contar con fa informacion nominada de contacto mas
actualizada que posea el Servicic de Registro Civil e Identificacién, para la
correcta ejecucién de la EPS.



Subsecretaria
de Prevision
Social

Gobierno de Chile

6. Que, atendido lo anterior, con fecha 02 de mayo de 2023, la Subsecretaria de
Previsién Social y el Servicio de Registro Civil e Identificacién, suscribieron un
Convenio de Colaboracidn de entrega de informacion de datos fuera de linea.

7. Que corresponde a la autoridad administrativa adoptar las medidas y celebrar
los actos y convenios que resguarden el normal y correcto funcionamiento de la
administracion y que le permitan cumplir eficazmente sus objetivos, tareas y
actividades permanentes y asegurar la continuidad de sus funciones.

RESUELVO:

APRUEBASE el Convenio de Colaboracién de entrega de informacién de datos de
Registro Civil fuera de linea entre la SUBSECRETARIA DE PREVISION SOCIAL y
el SERVICIO DE REGISTRO CIVIL E IDENTIFICACION, suscrito con fecha 02 de
mayo del afio 2023, cuya copia se adjunta formando parte integrante de la presente
resolucién para todos los efectos legales.

ANOTESE, COMUNIQUESE Y PUBLIQUESE

4 '\/‘é:;o jll ?.."'u’\_,z-\ VL 0 ,! |

" :'--ngsuﬁug" ALDONADO HERRERA

su‘BS,_Eggﬁﬁ A DE PREVISION SOCIAL (S)

e




Subsecretaria
de Prevision
Social

Gobierno de Chile Santiago, 30 de mayo de 2023.

MEMORANDUM N° 03/2023

DE :SUBSECRETARIA DE PREVISION SOCIAL (S)

A : SR. LUIS FIGUEROA MEDIZAVAL
Profesional de la Unidad de Ohservatorio Previsional

SRA. GABRIELA ARTEAGA BROUSET
Profesional de la Unidad de Observatorio Previsional

Informo a usted que, mediante Resolucidén N° 57 de 2023, de la
Subsecretaria de Prevision Social, se aprobo el convenio de colaboracion de fecha 02 de
mayo de 2023, suscrito entre esta Institucion y el Servicio de Registro Civil e

Identificacion.

Se hace presente que, la cldusula séptima del contrato en
cuestion establece las limitaciones en el uso de la informacion, la que deberd ser utilizada
solo para los fines propios del convenio, debiendo procurar los funcionarios que tengan
acceso a ella a velar por la confidencialidad correspondiente, en el marco del desempefio
de las actividades propias de su cargo, quedando prohibido su uso en un sentido distinto,
tomando las medidas necesarias para evitar gue otros funcionarios no autorizados tengan

acceso a ella.

Que, en consecuencia, les queda estrictamente prohibido copiar
total o parcialmente, como, asimismo, revelar, pubiicar, difundir, vender ceder, reproducir,
interferir, interceptar alterar, modificar, dafiar, inutilizar, destruir, en todo o parte la
informacion a la que tengan acceso en la ejecucién del referido convenio, ya sea durante

su vigencia o después de su término.



Asimismo, deberan velar por el estricto cumplimiento de las
normas establecidas en la ley N° 19.628 sobre Proteccion a la Vida Privada, y garantizar
que durante la ejecucion de este convenio no se infrinjan las normas relativas al

tratamiento de datos personales.

Finalmente, cumplo con hacer presente, que el incumplimiento de

la presente instruccion podria acarrear responsabilidad, en los términos del Estatuto

Administrativo.

5%, CONSUELO MALDONADO HERRERA
‘SUBSECREFARIA DE PREVISION SOCIAL (S)

DRL/PTD

C.C::

T Unidad de Atencion de Instituciones del Servicio de Registro Civil e |dentificacién, correo electronico:

convenios@registrocivil.gob.cl
_ Direcci6n de Estudios Previsionales, Subsecretaria de Prevision Social.
- Sr. Luis Figuersa Mendizabal, profesional de la Unidad de Observatorio Previsional de la Subsecretaria de Prevision

Social.
- Sra. Gabriela Arteaga Brouset, profesional de la Unidad de Observatorio Previsional de la Subsecrataria de Prevision

Social.
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UAI ORD.: N°106/2023/

ANT.: No hay.

MAT.: Remite ejemplar de Convenio Firmado.

SANTIAGO, 22 de mayo de 2023

A través de la presente, me es grato remitir a usted, un
(1) ejemplar del Convenio de Colaboracién de Entrega de Informacion de Datos de Registro Civil
Fuera de Linea, suscrito con fecha 02 de mayo de 2023.

Junto a lo anterior, cumplo con hacer entrega e una

copia de los siguientes documentos: Politica de Seguridad y Privacidad de la Informacién del
Servicio de Registro Civil e Identificacién, version 07; Politica de Convenios con Instituciones
Externas, version 04; Politica de Controles Criptograficos, versién 04; v la Politica de Proteccion
de Datos Personales para la Transferencia o Verificacion de Datos a Terceros, version 00.

Por otra parte y en virtud de lo establecido en nuestro
Convenio, particularmente, respecto de la clausula de Limitaciones en el Uso de la Informacion,
agradeceré enviar a nuestra Unidad en formato PDF y al correo convenios@reqistrocivil.gob.cl.
copia de la instruccion a los funcionarios de vuestra Institucion que tienen acceso a la inforrmacién,
respecto de la imposibilidad absoluia de copiar total o parcialmente, como asimismo, revelar,
publicar, difundir, vender, ceder, reproducir, interferir, interceptar, alterar, modificar, dafiar,
inutilizar, destruir, ya sea durante la vigencia del convenio como después de su término.

Finaimente, es de vuestra responsabilidad como
Institucion, proteger y resguardar la confidencialidad de la informacién a la que tendra acceso,
conforme a la suscripcién del citado convenio.

Saluda atentamente,

SENOR )
CARLOS OSORIO MUNOZ
JEFE DE UNIDAD DE OBSERVATORIO PREVISIONAL

SUBSECRETARIA DE PREVISION SOCIAL

S
DISTRIBUCION:
La indicada.
cc.: La citada.
Unidad Atencién a Instituciones.
Ref.: Ticket # 49147

SUBDIRECCION DE ESTUDIOS Y DESARROLLO/ UNIDAD ATENCION DE INSTITUCIONES
Av. Lib. Bdo. 0 Riggins 1448, torre 4, piso 139, Santiago
Tetéfono (56 2) 261 14401




CONVENIO DE COLABORACION
DE ENTREGA DE INFORMACION DE DATOS DE REGISTRO CIVIL
FUERA DE LINEA ENTRE
LA SUBSECRETARIA DE PREVISION SOCIAL Y
EL SERVICIO DE REGISTRO CIVIL E IDENTIFICACION

En Santiago de Chile, a .02. de mayo, de 2023 . . _entre la Subsecretaria de Previsién Social

en adelante LA SUBSECRETARIA, RUT N°61.503.000-7, representada por su Subsecretario
de Previsién Social, don Christian Larrain Pizarro, RUN N°7.01 5.275-4, ambos domiciliados en
Huérfanos N°1273. comuna de Santiago y el Servicio de Registro Civil e Identificacion, en
adelante EL SERVICIO, RUT N°1.002.000-3, representado por su Director Nacional, don
Omar Morales Marquez, RUN N°10.036.787-4, ambos domiciliados en Avenida Libertador
Bernardo O’Higgins N°1449, Edificio Santiago Downtown, Torre 4, Piso 21, comuna de
Santiago, se ha acordado lo siguiente:

PRIMERO: Antecedentes legales.

El presente Convenio se suscribe de conformidad a lo dispuesto en el D.F.L. N°1/19.653 que
fijla Texto Refundido, Coordinado y Sistematizado de la Ley N°18.575, Organica Constitucional
de Bases Generales de la Administracion del Estado; a lo dispuesto en el articulo 7°, letra i)
de la Ley N°19.477, Orgénica del Servicio de Registro Civil e Identificacién; a lo dispuesto en
la Ley N°19.880 que Establece Bases de los Procedimientos Administrativos que Rigen Los
Actos de los Organos de la Administracion del Estado; a lo dispuesto en la Ley N°20.255 que
establece Reforma Previsional; a lo dispuesto en la Ley 20.403 que Otorga un Reajuste de
Remuneraciones a los Trabajadores del Sector Publico, Concede Aguinaldos que sefiala, y
Concede otros Beneficios que indica; a lo dispuesto en la Ley N°19.628, sobre Proteccidén a la
Vida Privada; y atendidos los Principios de Colaboracién y Gratuidad que informa las
relaciones entre los distintos entes que conforman la Administracion del Estado.

SEGUNDO: Objeto.

El presente Convenio tiene por objeto que LA SUBSECRETARIA obtenga de EL SERVICIO,
datos asociados al Registro Civil, bajo la modalidad de un servicio fuera de linea, estos es
servicio batch, con la finalidad de contar con informacion de contacto de la poblacién del pais,
para el levantamiento, implementacion y ejecucion de la VIl ola o Ronda de la Encuesta de
Proteccién Social (EPS). Atendido lo anterior, LA SUBSECRETARIA solicita la informacién
nominada de contacto méas actualizada que posea EL SERVICIO considerando que LA
SUBSECRETARIA es e! organismo que tiene como funcion asesorar al Ministerio del Trabajo

y Previsién Social en la elaboracion de politicas y planes correspondientes al ambito de J&757

previsién social.

DIRECCION NACIONAL
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TERCERQ: Datos y entrega de los datos.

Para cumplir con el objeto del presente convenio, LA SUBSECRETARIA solicita la entrega de
la siguiente informacion:

RUN.

Fecha de Nacimiento.

Fecha de defuncién, si registra.

Sexo.

Nombre completo.

Domicilio (Ultima actualizacién disponible).
= Comuna.

» Region.

EL SERVICIO proporcionara un archivo de texto con campos separados por slash o barra
oblicua {/) con los siguientes datos de salida, cuya estructura sera la siguiente:

Campo jlgr;;r?léx) Observaciéon

RUN N(8} RUN consultado

Dv C(1) Digito verificador

Fecha de Nacimiento N(8) aaaammdd

Fecha de Defuncién N{8) yyyymmdd;0 si no hay registro de defuncién
Sexo C{1) M:masc, F:fem, l:indet, X:no bin, U:sin info
Apellido 1 C(75)

Apellido 2 C(75)

Nombres C(75)

Calle C({75)

Numero C{75)

Letra C(75)

Resto C(75)

Comuna C(75)

Para estos efectos se entiende por ultimo domicilio el que ha sido declarado a EL SERVICIO
en cualquiera de las actuaciones o tramites que las personas puedan efectuar en sus

dependencias.

Las partes dejan establecido, que el domicilio es un dato mutable que EL SERVICIO no se
encuentra obligado por Ley a registrar, por lo cual, éste no puede dar fe de su vigencia y

veracidad.
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Servicio de Registro Civil e tdentificacion - DIRECCION NACIONAL

EL SERVICIO se compromete a entregar la informacién sefialada en esta clausula, sin
perjuicio de las posibles modificaciones a que ésta pueda verse afectada.

CUARTO: Periodicidad y plazo de entrega de la informacién.

= |[nicial: EL SERVICIO realizara la entrega de la informacion descrita en la clausula anterior
a LA SUBSECRETARIA, relativa al universo de personas nacidas entre el 01 de julio de
1997 a 31 diciembre 2013, en un plazo de cinco (5) dias habiles.

= Bianual: EL SERVICIO realizaré la entrega de la informacion descrita en la clausula anterior
a LA SUBSECRETARIA, bianualmente, relativa al universo de personas nacidas entre el
01 de julio de 1997 hasta la nueva fecha de corte definida por LA SUBSECRETARIA a

informar a EL SERVICIO.

Cabe sefialar que, para dar curso a lo anterior, EL SERVICIO requiere de un plazo para el
desarrollo de la consulta necesaria de la extraccion de la informacion de hasta diez (10) dias
habiles, a partir del dia siguiente de la total tramitacion del presente convenio, informado por
la Unidad de Atencion de Instituciones a la Unidad de Inteligencia de Negocios de EL

SERVICIO.

EL SERVICIO no sera responsable por el incumplimiento de los plazos sefialados,
precedentemente, cuando ello obedezca a razones de caso fortuito, fuerza mayor o sobrecarga
en el sistema computacional, debiendo informar de manera oportuna a LA SUBSECRETARIA.

QUINTO: Operatoria en la entrega de datos.

La entrega de los archivos con la informacion requerida se realizara a través de descargas
desde un servidor SFTP dispuesto por EL SERVICIO para tales efectos.

El acceso al servidor SFTP contara con credenciales de acceso institucional de LA
SUBSECRETARIA, con la finalidad de proteger y resguardar la integridad y confidencialidad
de la informacién en él contenida, credenciales que seran informadas a través de correo
electronico por el Coordinador de EL SERVICIO al Coordinador de LA SUBSECRETARIA, en
un plazo de hasta tres (3) dias habiles, una vez que éstas sean generadas por parte de la
Unidad de Infraestructura de EL SERVICIO.

EL SERVICIO se compromete a entregar la informacion de acuerdo al contenido de su base
de datos al momento en que la consulta sea efectuada.

DIRECCION NACIONAL
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SEXTO: Control y Cumplimiento de las Obligaciones.

LA SUBSECRETARIA, designara un Encargado de Proteccion de Datos, entre su personal,
quien sera el responsable de velar por el adecuado tratamiento y resguardo de la informacion,
y generara un documento de seguridad de obligado cumplimiento en el que se recogeran las
medidas de indole técnica y organizativa en el tratamiento de la informacion, acordes a la

normativa vigente.

De conformidad a lo anterior, las personas que tengan acceso a la informacion que se entrega
por el presente convenio, deberan conocer sus deberes de custodia y confidencialidad
respecto a los datos o la documentacion que tengan a su cargo, sus funciones y obligaciones,
asi como las normas de seguridad que afectan al desarrollo de las mismas, encontrandose

claramente definidas y documentadas.

El cumplimiento de lo dispuesto en la presente cldusula podra ser controlado por EL
SERVICIO, a través de su coordinador, quién podra exigir, enfre otras acciones de control, la
entrega de informes pericdicos al Encargado de Proteccion de Datos de LA
SUBSECRETARIA, que digan relacién con el tratamiento y resguardo de la informacién
proporcionada a través del presente Convenio por EL. SERVICIO.

SEPTIMO: Limitaciones en el uso de la informacion.

LA SUBSECRETARIA se obliga a utilizar la informacién proporcionada por EL SERVICIO 0 a
la que tenga acceso con ocasién de la ejecucion del presente convenio, s6lo para los fines
propios del presente convenio, manteniendo la confidencialidad correspondiente, en el marco
de sus competencias legales, quedando prohibido un uso distinto al sefialado. Asimismo, se
obliga a limitar la divuigacion de ia informacién, materia de este convenio, sélo aquellos
funcionarios o trabajadores, que estrictamente tengan la obligacién de conocerla evitando el
acceso a terceros no autorizados, debiendo adoptar medidas oportunas para garantizar que
sus funcionarios y/o trabajadores mantengan dicha obligacién de confidencialidad, incluyendo,
de ser pertinente las respectivas clausulas de confidencialidad en los contratos con sus

funcionarios y/o trabajadores.

EL SERVICIO quedara liberado de toda responsabilidad por el uso indebido que LA
SUBSECRETARIA pueda dar a la informacion, reservandose el derecho a ejercer todas las
acciones legales tendientes a demandar el reembolso de las sumas a las que eventuaimente
sea obligado a pagar como consecuencia de lo anterior, ademas de la indemnizacion de los

perjuicios que se hubieren ocasionado.

DIRECCION NACIONAI
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LA SUBSECRETARIA debera instruir por escrito, de acuerdo a sus procedimientos formales
internos, a cualquier funcionario que tenga acceso a la informacién, e incluir, de ser pertinente
las respectivas clausulas de confidencialidad en sus contratos, respecto a la imposibilidad
absoluta de copiar total o parcialmente, como asimismo, revelar, publicar, difundir, vender,
ceder, reproducir, interferir, interceptar, alterar, modificar, dafar, inutilizar, destruir, en todo o
parte, dicha informacién, ya sea durante la vigencia del convenio como después de su término.
Conforme a lo anterior, ei/la Coordinador/a de LA SUBSECRETARIA debera enviar copia de
dicha instruccion y/o de los respectivos contratos a elfla Coordinador/a de EL SERVICIO.

En consecuencia y especialmente, LA SUBSECRETARIA se obliga a:

1. No hacer ningun uso de la informacion, antecedentes o base de datos diferente del previsto
en el presente convenio, ya sea por si mismao a través de sus filiales o terceros en general.

2 No transferir, ceder o transmitir a cualquier fitulo, gratuito u oneroso, la informacién,
antecedentes o base de datos generados, en virtud del convenio.

3. No transmitir o divulgar a terceros la informacion, antecedentes o bases de datos por

ninguna otra via o procedimiento.
4 No efectuar copia alguna, por ningin medio, ni bajo ningin concepto, de la informacion

facilitada por EL SERVICIO para la realizacién del objeto del convenio.
5 Custodiar la informacién recibida a fin de que se garantice la proteccién adecuada de la
misma y de su contenido, para evitar que personas no autorizadas o ajenas a la misma,

puedan hacer uso indebido de ella.

Por consiguiente, LA SUBSECRETARIA debera velar por el cumplimento de la Ley N°19.628
Sobre Proteccién de la Vida Privada y garantizar que durante toda la vigencia del presente
convenic no se infrinja de manera alguna cualquier normativa relacionada con el tratamiento

de datos personales.

Cualquier incumplimiento de las obligaciones expresadas precedentemente por parte de LA
SUBSECRETARIA dara derecho a EL SERVICIO para poner término anticipado al presente

convenio.
OCTAVO: Control de las actividades y las limitaciones de responsabilidad.

Para el acceso a la informacién, LA SUBSECRETARIA debe disponer de mecanismos que le
permitan identificar y autenticar de forma inequivoca y personalizada a los usuarios del
sistema, y si la autenticacion esta basada en cuentas electronicas, cédigo o contrasefias
asociadas a claves de acceso, éstas Ultimas caducaran periédicamente.

DIRECCION NACIONAL
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Servicio de Registro Civil e Identificacion - DIRECCION NACIONAL

Cualquier uso de los datos que no se ajuste a lo dispuesto en la presente clausula, sera de
responsabilidad exclusiva de LA SUBSECRETARIA, frente a terceros y frente a EL
SERVICIO, ante el que respondera por los darios y perjuicios que le hubiere podido causar,
siendo considerado también responsable del tratamiento a estos efectos.

NOVENO: Normas y estandares internacionales para el procesamiento de los datos.

Las partes que suscriben el presente convenio, se obligan a cumplir con la normativa vigente
en materia de proteccién de la vida privada y, en particular, con las normas y estandares
internacionales para el procesamiento de los datos, sometiéndose tanto EL SERVICIO como
LA SUBSECRETARIA, a la normativa general de caracter internacional en materia de
proteccion de datos personales y, en lo que resulte aplicable, al Reglamento General de

Proteccion de Datos de la Unién Europea (RGPD).

Lo anterior, contempla un minimo imperativo y tiene solo un caracter declarativo tanto por parte
de EL SERVICIO como LA SUBSECRETARIA.

DECIMO: Destruccion o devolucion de informacion.

LA SUBSECRETARIA se obliga a guardar el debido resg uardo de la informacién, por lo tanto,
los datos deben procesarse y, posteriormente, usarse o comunicarse a otras personas O
entidades, solo para los fines establecidos en el presente convenio y no deben almacenarse
més tiempo del que dure la vigencia del mismo.

Por lo tanto, una vez terminado el convenio, LA SUBSECRETARIA se compromete a destruir
ios datos de caracter personal a los que accede a través de servicios en linea o fuera de linea,
seglin corresponde, y si procede, los soportes donde conste esta informacién, dentro de los
quince (15) dias habiles siguientes, una vez terminada la vigencia del presente convenio.

Esta destruccién consiste en la eliminacion total de los datos existentes en los equipos
informaticos utilizados y del total de la informacién a la que haya accedido LA
SUBSECRETARIA, en virtud del presente instrumento, cualquiera sea el soporte en que sé
contenga. Una vez destruidos, LA SUBSECRETARIA, debe certificar su destruccion por
escrito y el responsable del tratamiento de los datos de LA SUBSECRETARIA debe hacer
entrega del certificado que acredite tal destruccién al Coordinador designado en la clausula

Vigésimo Coordinadores/as de EL SERVICIO.

DIRECCION NACIONAT
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UNDECIMO: Propiedad y Exclusividad de los Sistemas de informacién.

Para los efectos del presente convenio, se considerara propiedad de EL SERVICIO sin
limitacién alguna, los registros, disefios de hardware, redes y software, diagramas de flujo de
programas Yy sistemas, estructuras de archivos, listados de cédigo fuente u objeto, programas
de computacién, arquitectura de hardware, documentacion y otros informes de su propiedad o
proporcionados por éste, relacionados con la materia, todo lo cual, ademas, constituye

informacién confidencial.
DUODECIMO: Gratuidad.

Los servicios que se prestan en virtud del presente convenio son gratuitos.

DECIMO TERCERQ: Operatividad.

Las partes acuerdan que sera responsabilidad de LA SUBSECRETARIA, y a su costo, Ia
implementacién, mantencion y reparacién del mecanismo que permita hacer cperable la
entrega de la informacion de que da cuenta el presente convenio.

DECIMO CUARTO: Mantencién, readecuacion o interrupcién.
Toda mantencion, readecuacion o interrupcion de la operacion del sistema, programada ¢ no,

debera ser comunicada oportunamente, por parte de elfla Coordinador/a de EL SERVICIO
mediante correo electrénico a el/la Coordinador/a de LA SUBSECRETARIA.

EL SERVICIO quedara exento de toda responsabilidad por cualquier interrupcion sea
planificada o imprevista; o porla suspensién de la operacion del sistema, que tengan su origen
en labores de mantencién o readecuacion; o, caso fortuito o fuerza mayor

DECIMO QUINTO: Asistencia y Soporte Técnico.

La Unidad de Atencién de Instituciones de EL SERVICIO proveera y/o gestionara la
correspondiente asistencia que requiera LA SUBSECRETARIA, a propdsito de la
implementacion  del  presente convenio, a través del correo electrénico
convenios@registrocivil.gob.cl, de lunes a viernes entre las 09:00 a las 18:00 horas.

Ella Coordinador/a de EL SERVICIO informara anualmente a elfla Coordinador/a de LA
SUBSECRETARIA, ios teléfonos de contacto para efectos de fortalecer la comunicacién antes

sefialada.

DIRECCION NACIONAL
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DECIMO SEXTO: Dafios y perjuicios.

EL SERVICIO quedara liberado de toda responsabilidad por los dafios directos e indirectos,
perjuicio previstos e imprevistos que pueda experimentar LA SUBSECRETARIA como
consecuencia directa de la informacion proporcionada, y que no sean imputables a EL

SERVICIO.

Asimismo, EL SERVICIO no respondera por omisiones o efrores en la informacion entregada,
que no le sean imputables, considerando que los datos contenidos en su base de datos se
encuentran asociados a los documentos fundantes correspondientes y cuya funcién es

netamente registral.

DECIMO SEPTIMO: Uso publicitario.

Todo uso publicitario que LA SUBSECRETARIA quisiera hacer respecto de la transferencia
de datos objeto del presente convenio, ya sea a través de prensa escrita, television, radio,
internet u otros medios exteriores, debera contar previamente con la autorizacion por escrito
del Director Nacional de EL SERVICIO, evento en el cual LA SUBSECRETARIA debera

informar los fines, el medio de difusion y el destinatario.

DECIMO OCTAVO: Vigencia y Duracion.

El presente convenio entrara en vigencia a partir de la fecha de la total tramitacién del acto
administrativo que lo apruebe, y tendra un plazo de duracién de un (1) afio, el que se renovara
automaticamente por periodos iguales y sucesivos, por un maximo de (4) periodos, salvo que
alguna de las partes manifieste a la otra su voluntad de poner término al convenio a través de
un aviso, dirigido al Subsecretario de LA SUBSECRETARIA o al Director Nacional de EL

SERVICIO, segin sea el caso.

Dicha comunicacion, debera ser notificada mediante Carta u Oficio, seglin correspondiere, con
a lo menos treinta (30) dias habiles de anticipacion a la fecha de vencimiento del plazo pactado

precedentemente o de cualquiera de sus renovaciones.

DECIMO NOVENO: Término anticipado.

EL SERVICIO podra poner término inmediato y en forma anticipada a la fecha de vencimiento
o renovacion del presente convenio, en los siguientes casos:

1 Que LA SUBSECRETARIA no mantenga la reserva de la informacién considerada
confidencial en los términos contemplados en este convenio.

2. Que el servicic permanezca interrumpido y sin uso conforme a la periodicidad que se indica z

en la clausula CUARTO.

DIRECCION NACIONAL
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3. Que, en general, no se cumpla con alguna de las condiciones u obligaciones estipuladas en
el presente convenio.

4. Por exigirlo el interés publico o la seguridad nacional.

5. Por mutuo acuerdo entre las partes.

6. Que se verifique la existencia de leyes, decretos, reglamentos, sentencias judiciales o un
nuevo procedimiento interno establecido por EL SERVICIO gue regulen todo o algunas de las
materias que por el presente convenio se establecen y que, en definitiva, limiten, restrinjan o
prohiban la correcta ejecucion de lo pactado en sus clausulas, no permitan su ejecucion o
vuelvan innecesario o no operativo la prestacién de servicios que por este convenio se regula.

VIGESIMO: Coordinadores.

Para los efectos de la correcta ejecucion de cada una de las actividades y demas condiciones
estipuladas en el presente convenio, asi como todas las que sean establecidas en los
instrumentos posteriores el objeto de velar por el fiel cumplimiento del presente convenio, cada
una de las partes designara un coordinador:

= Por EL SERVICIO:
La Jefa de la Unidad de Atencién de Instituciones de EL SERVICIO por dofia Andrea Mufioz

Contreras, correo electronico convenios@registrocivil.gob.cl, fono (56-2) 26114187, o
quien la subrogue en el cargo.

= Por LA SUBSECRETARIA: ]
El Jefe de la Unidad de Observatorio Previsional de LA SUBSECRETARIA, don Carlos

Osorio Muficz, correo electronico carlos.osorio@previsionsocial.gob.cl, fono (56-2)
28279819, o quien la subrogue en el cargo.

En el evento de modificarse la designacion de las coordinadoras, se debera dar aviso a |a otra
parte por medio de correo electrénico, a mas tardar dentro de los cinco (5) dias siguientes a la

fecha en que el cambio se produzca.

VIGESIMO PRIMERO: Copias.

Se deja constancia que el presente convenio se firma en dos (2) ejemplares de igual tenor y
fecha, quedando uno en poder de cada parte.

VIGESIMO SEGUNDO: Anexos.

Las partes acuerdan que en el evento de ser necesario suscribir algin Anexo, éste se

entendera que forma parte integrante del convenio, lo que debera ser aprobado mediante

s
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Resolucion del Subsecretario de LA SUBSECRETARIA y del Director Nacional de EL
SERVICIO.

VIGESIMO TERCERQ: Solucién de conflictos.

Para todos |os efectos legales derivados del presente convenio, las partes fijan su domicilio en
la comuna de Santiago y se someten a |a jurisdiccion de los Tribunales Ordinarios de Justicia.

VIGESIMO CUARTO: Personerias.

La personeria de don Christian Larrain Pizarro, para actuar a nombre y en representacion de
LA SUBSECRETARIA, consta en Decreto Supremo N°14 de fecha 11 de marzo de 2022, del
Ministerio del Trabajo y Previsién Social gue nombra al Subsecretario de Previsién Social.

La personeria de don Omar Morales Marquez para actuar a nombre y en representacion de
EL SERVICIO consta en Decreto Supremo N°140, de 14 de diciembre de 2022, del Ministerio
de Justicia y Derechos Humanos, que nombra al Director Nacional del Servicio de Registro
Civil e Identificacién, tomado de razon por la Contraloria General de la Republica, con fecha

11 de enero de 2023
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= Jefa/a Unidad de Atencidn de instituciones:

o Revisar y aprobar a presente politica.
Velar por el cumplimiento de fa presente politica.
Coordinar el proceso de revision anual de la presente poliica.
Realizar modificaciones a la presenie politica, de ser periinente.
Difusion de la politica

0000

» Funcicnarios {as)del ERCel:
o Velar por el buen uso de Ia presente politica.
o Reportar errores, deterioros y probiemas de seguridad a la
Subdireccién de Estudios y Desarrolic.

o Terceros externos contratados que requieran para el desarrolio de sus
funciones el uso de la Politica:
o Velar por el buen uso de le presente polifica.
o Reportar errores, detericros y problemas de seguridad a la
Subdireccion de Estudios y Desarrollo.

V. DEFINICIONES

La presente politica forma parte de la documentacién del Sistema de
Seguridad de la Informacién del SRCel y esta orientada a formular las
directrices generales que permitan minimizar gl impacto de las amenazas y
riesgos que pudiesen estar presentes, en materias de acuerdos sobre la
verificacion o transferencia de informacion, asi como también, respecto de
tas limitaciones en el uso de Ia informacion.

Conforme 2 lo anterior, €l SRCel se compromete & gestionar la suscripcion
de distintos convenios de colaboracion yio prestacién de  servicios
relacionados con la verificacion o transferencia de informacién, con
Instituciones Publicas y/o Privadeas, conforme a sus condiciones técnicas,
operativas v tegales, bajo los siguientes lineamientos generales:

1 Velar por la proteccion de los datos personales, en la prestacion de
servicios de verificacién o trasferencia de informacion en los convenios
suscriios con  distintas  [nstituciones  Publicas /o Privadas, en
conformidad a lo dispuesto por la Ley N°19.628 sobre Protecclon & la

Vida Privada,

2. Mejorar los niveles de safisfaccion de los usuarios/as, respeclo de A
cobertura, acceso, oportunidad y calidad en fa generacion y enlrega de
ics distintos productos y servicios, medianie ia descaniralizacién en la
nrestacion de servicios de informacién por medio de la suscripcion de
convenios con distintas Instituciones.

1 Fortalecer el Rol del BRCel dentro de la Sociedad.

4 Fomentar &l uso de la atencion virtual, a través del desarrolio de nuevos
servicios no presenciales,

CALIDAD CALIDEZ COLABGRACTON
SIRECCLON NACIONAL Catadral 1772, 3av Piso, Santiage. Fona:(+56) 2261 15 POt - (+54) 2251 15 002
www.ragistrocivil.ol Call center son 270 2000 LU Registro Chvil & Tdentificagén = @RegCivil Chile




POLITICA DE CONVEMNIOS ASOGIADOS A LA PRESTAGION
DE SERVICIOS DE VERIFICACION O TRANSFERENCIA DE
INFORMACION CON INSTITUCIONES

Paginag ddeB

Fecha Revision | 31/07/201%

Varsion 04

1.

OBJETIVO

La presente politica tiene por objetivo formular las directrices generales que
permitan minimizar el impacto de las amenazas y rigsgos que pudiesen
estar presentes, en materias de acuerdos sobre ja verificacion o
transferencia de informacién, asi como también, respecto de las
limitaciones en el uso de la informacion.

Lo anterior, a través de una gestion descentralizada mediante alianzas
estratégicas que apunten a facifitar y simplificar ios trdmites que los/las
ciudadanosfas efectdan en el SRCel 0 en olras Instiluciones Plblicas y/o
Privadas que margengan convenio suscrito y vigente con el SRCel, con &
objeto de contribuir al nivel de satisfaccion de los/as usuarios/as, ast como
también, en el fortalecimiento de la atencidn virtual.

ALCANCE

La presente politica orienta su accidén hacia toda verificacion o transferencia
de informacion desde el SRCel a las distintas instituciones Plblicas y/o
Privadas.

El presente documento debe ser cumplido por todos los funcionarios de
planta y a contrata del SRCel, asi como también, de aquellos gue se
encuentren en calidad se suplente o reemplazo; al personal contraiado a
honorarios y a los terceros (incluyendo coniratistas) que interactien de
manera habitual u ocasional con ia Institucion.

Esta politica contempla los siguientes controles definidos en la narma NCh-
(SO 27002-2013 vigerme: 13.2.2. Acuerdos sobre la transferencia de

informascion.
ROLES ¥ RESPONSABILIDADES

= Dirgctor/a Nacional:
o Aprobar y difundir la presente palitica al interiar del SRCel.
o Proveer los recursos necesarios para la Implementacion de la

presente politica.

= Jafe de Riesgo Tecnoldgico y Seguridad T
o Informar sobre aquellas modificaciones que sean necesarias
incorporar a la presente politica.
o Sugerir las modificaciones que sean necesarias de considerar, en
la revisién anual de ia presente politica.
o Visar la presente politica.

= Subdiractor de Esiudios y Desarrollo:
o Revisary aprobar Ia presente politica.
o Proveer los recursos necesarios para fa implementacién de la
presente pelitica.
o Velar por el cumplimiento de la presente politica.

»  Subdirector Juridico:
o Revisar y visar la presente politica.

CALIDAD CALTDEZ COLABORACION
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Generar afianzas eslratégicas con oiros organismos € institucionss,
creando sinergias que permitan mejorar fa entrega de los servicios a los

usuarios v usyarias.

Mejorar continuamante la seguridad y dispenibiiidad de nuestros datos a
través de la incarporacion permanente de tecnelogias de la informacion.

Incorporar enfogue de género y no discriminacion, va sea desde la
redaccion de los convenios que se suscriben con distintas insiffuciones,
asi como también, a incentivar a éstas a contemplar e incorporar la
perspectiva de género en las distintas etapas del ciclo de vida de ias
politicas piblicas que puedan generar, mediante &l acceso a servicios
de informacion que el SRCel les puada progorcionar.

Para e logro de estos objetivos, la Politica de Convenios asociada a la
orestacion de servicios de verificacion o transferencia de informacion con
Instituciones, se sustentara en los siguientes lineamientos espsacificos:

1.

it

IRECCION MACTOMAL Catadral 1772, 3er Piso, 5
vy rEgistrocivil.cl  Call center £00 370 2000

Mantener v garantizar la confidencialidad, integridad y disponibilidad de
los activos de informacion relevantes para el SRCel, de acuerdn con la
Poiitica de Seguridad de la Informacion.

Mantener v garantizar fa confidencialidad de iodos los antecedentes que
se definan en los convenios suscritos, no pudiendo hacer uso de &stos

para fines ajenos al mismo.

Asegurar que la informacién transferida este protegida respecto de la
irposibilidad absoluta de copiarla, total © parcialmente, revelar, publicar,
difundir, vender, ceder, copiar, reproducir, interferir, interceptar, afterar,
medificar, dafar, inutiizar v destruir.

Prohibir el traspase de la informacion a terceros no autorizados que se
entrega mediante la suscripcion de convenios a las Instituclones
Plblicas y/o Privadas, asi como de la informacidn para su accesn.

Garantizar el correcto uso de la informacién Onicamente para
cumplimiento de los fines propios que se establecan en 2l obiato de los
convenios suscrites, en conformidad a las competencias legales en el
case de instituciones Publicas y para el case de las Instituciones
Privadas que digan directa relacion con su gire.

Mantener una cartera actualizada de los servicios de verificacién o
transferencia de informacién a proveer a las Instifuciones Piblicas yio
Privadas, de tal forma, de contribuir al rivel de satisfaccion de los

usuarios/as

Incentivar el uso de la tecnologia en los procesos operativos de los
convenios suscritos.

Reservarse la poshilidad de coordinar a supervision, control y
auditorias a las Instituciones Publicas ylo Privadas que cuenten con

Convenios suscritos, en ei marco del objeto del mismo
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PERIODICIDAD DE EVALUACION Y REVISION

La presente politica sera evaluada y revisada al menos una (1) vez al afio
por el responsabie de su elaboracién o cuando el SRCel asi lo reguiers,
con la finalidad de asegurar su coitinuidad e idoneidad, considarando
cambios externos o internos gue puedanafectaria,

Una vez que el documento enire en vigencia, el responsable de su
elaboracion debera realizar las acciones indicadas en el apartado Difusion
de esie documento.

DIFUSION

La presente pelitica debera ser difundida a los funcionarios de planta v a
contrata del SRCel, asi como tambien, de aguellos gue se encueniren en
calidad se suplente o reemplazo, al personal contratado a honorarios v a los
terceros (incluyendo contratisias), que interactien de manera habitual u
ocasfonal con la Institucién.

Fara estos efectos, el documento estara disponible y publicado en el sitio
web del Sistema de Gestion Integral de Calidad del 3RCel,
especificamente, en ia Documentacion del Proceso de la Subdireccion de
Estudios y Desarrollo, cuya URL es la sigulente hitp:Vealidad sreei.cilusm/
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& DECLARACION INSTITUCIONAL

El Semvicio de Registro Civil e Identificacion (en adelante el SERVICIO), se ha
comprometido en gestionar la Seguridad y Privacidad de la Informacion para lograr
niveles adecuados de confidencialidad, integridad, disponibilidad y privacidad de los
activos de informacion que la institucién considere relevante conservar. Para ello,
desarrolla un trabajo paulatino de implementacion del Sistema de Seguridad y
Privacidad de la Informacion (en adelante, SGSPI) basadoe en las Normas Chilenas
NCh IS0 27.001:2013, NCH IS0 27.002:2013 y NCh 180 27.701:2020.

2. INTRODUCCION

Habitualmente la informacién es transmitida a través del correo electronico,
transacciones en linea, unidades WUSB, efc. Ademas, puede encontrarse
almacenada fuera de las dependencias del SERVICIO, en servidores provistos por
proveedores externos.

Por otra parte, la informacion a cargoe de la institucién puede ser publica o reservada,
y la divulgacién a personas o instituciones que no tienen la facultad para conoceria
puede implicar incumplimientos a la normativa legal.

Dado esto, es necesario establecer controles criptograficos gue pernmitan proteger
la informacion durante su transmisién o fransporte.

3. OBJETIVO

El objetivo de la presente politica es definir reglas para el uso de controles y llaves
criptograficas para proteger la confidencialidad, integridad, autenticidad e
inviolabilidad de claves de acceso a sistemas, datos y servicios, para la transmision
de informacion clasificada y/o para el resguardo de aquella informacidn relevante,
en atencion a los resultados de la evaluacion de riesgos.

4. ALCANCE

La presente politica aplica a todos los funcionatios y funcionarias de planta,
contrata, honorarios, terceros externos contratados que prestan sus servicios al
SERVICIO y que tengan acceso a informacién, en especial a infarmacion personal
identificable (IP1) y sisternas que forman parte del SGSPI.
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8 REFERENCIAS

~ Ley N°19.789 - Sobre documentos electrénicos, firma electrénica y servicios
de certificacion de dicha firma.

~  Ley N°21.459 - Establece normas sobre delitos infarmaticos, deroga la iey N®
19.223 y modifica otros cuerpos legales con el objeto de adecuarios al
convenio de Budapest.

_ Decreto N°1 de 11-06-2015 del Ministerio Secretaria General de la
Presidencia - Aprueba norma técnica sobre sistemas vy sitios web de los
Organos de la Administracion del Estado.

_ Politica de Seguridad y Privacidad de la Informacion del SERVICIO.

_ Politica de Clasificacién y Manejo de Activos de Informacion.

—  Norma NCh N°27001:2013 Anexo A, controles: A.10.1.1 Politica sobre eluso
de controles criptegréficos, A.10.1.2 Cestion de claves, A18.1.5 Reqgulacion
de los controles criptograficos.

— Norma NCh N°27002:2013, controles: 10.1.1 Politicas sobre el uso de
controles criptogréficos, 10.1.2 Administracion de claves, 18.1.5 Regulacién
de coniroles criptogréficos.

_ Norma NCh N°27701:2020, controles: 8.7.1.1 Politica sobre el uso de
controles criptograficos, 6.7.1.2 Gestién de claves, 8.15.1.5 Regulaciones de
los coniroles criptograficos.

5. ROLES Y RESPONSABILIDADES

ROL _ RE’&FD‘NSA’BJLIDAED
Director(a) Nacional Aprobar la presente politica,

Comité Disectivo de | Requeriria actualizacion de esta politica, para asegurar
Seguridad de la | su continuidad e idoneidad, consideranda cambios |

Informacion extemnas o internos que puedan afectarla.

Encargada{o) de | () Programar actividades de difusion de esta polfiica. |
Seguridad de la | (i) Evaluary revisar anualments esta politica. '
informacion

Subdirector(a) de | {) Establecer los procedirnientos adecuados y velar
Estudios y Desarroilo por ia no divulgacion, modificacién y/o destruccion

involuntaria de claves cripiograficas. |
(i} Mantener un inventario actualizado de sistemas, |

aplicativos, procesos y activos de informacion que

se encuentren afectos a coniroles criptograficos.
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ROL

RESPONSABILIDAD

Incorporar esta politica en la definicidn de los
perfiles de cargo que corresponda y en el proceso
de induccién de losflas nuevos/as funcionarios/as
que se integren a su dependencia.

din

Jefe Unidad de Gestidn
Estratégica

Mantener la version actualizada de la presente politica
en el siio web de la infranet institucional
(https:/{intranet.beta.srcei.cl).

Jefe Departamento de
Identificacion

() Incorporar esta politica en la definicion de los
perfiles de cargo que corresponda y en el proceso
de induccién de los/las nuevosfas funcionarios/as
que se integren a su dependencia,

Administradares/as de
Contrato

() Cuidar que el conterido de Ios acuerdos ©
contratos con  proveedores  externos  que
consideren la utilizacion o prestacién de servicios
criptograficos, contengan clausulas  de
confidencialidad de dichos servicios.

() Enviar copia de esta politica a los proveedores
cuyos sefvicios digan directa relacion con la
materia.

Todos los
funcionarios(as)

Cumplir la presente palitica,

7. DEFINICIONES

TERMING

DEFINICION

Activo de Informacion

Son todos aquelios elementos, documentos, sistemas,
base de dalos, infraestructura o personas relevantes en
la produccion, emision, almacenamiento, comunicacion,
visualizacién y recuperacién de informacion de valor
para la institucion. Se distinguen tres niveles:

—~  La Informacion propiamente tal, en sus multiples
formatos (papel, digital, base de datos, texto,
imagen, audio, video, efc.).

- Los  Equipos/Sistemas/Infraestructura
soportan esta informacion.

~ Las Personas que utilizan la informacién, y
aquellas que tienen el conocimiento de los
procesos institucionales.

gue
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TERMINO i v DEFINICION
Comité Directivo de | Es el equipo conformado por el cuerpo directivo del
Seguridad de la| SERVICIO, responsable de la toma de decisiones en

Informacidn temas de seguridad v privacidad de & informaclion.

Datos Personales Aguellos datos refafivos @ cualquier  informacion
concernienie a personas naturales, identificadas o
identificables.

Datos Sensibles Aguellos datos personales que 5e refieren a las

caracteristicas fisicas p moralgs de [as personas 0 &
hechos o circunstancias de su vida privada 0 intimidad,
tales como los habitos personales, el origen racial, las
ideologlas y opinionss politicas, las creencias o
convicciones religiosas, los estados de salud fisicos o
psiquicos y la vida sexual. 4
Encargado/a de | Es la persona que la autondad maxima designa para la
Seguridad v Privacidad definicion, disefio, implementacion y superviston de las
de la Informacion (ES1) | medidas de sequridad y privacidad de la informacion.
Funcicnario(a) Toda persona que fenga un vinculo contractual de
frabajo con el SERVICIO, independiente de la calidad
juridica: Flanta, Confrata, Flonorarie, Godigo del
Trabajo. Ademas, la presente polifica alcanza también a
aquelios terceros externos contratados, que presenten
sus servicios al SERVIGIQ.

Norma Disposicién de cardcter general que define los
lineamientos de implementacién de la seguridad y
privacidad de la informacion,  estableciendo
obligaciones, restricciones, prohibiciones u otras
conductas esperadas.

Politica Directriz U orientacién genseral expresada formalmente
por la Alta Diregcién del SERVICIO.
Procedimiento Sucesion cronolégica de acciones concatenadas entre

sf, parala realizacién de una actividad o tarea especifica

dentro del ambiio de los controles de Seguridad vy

Privacidad de la Informacion.

[Sisterma de Seguridad | Conjunto de politicas, procedimientos e instructivos

y Privacidad de la adoptades por el SERVICIO, para gestionar tanto la

| Infermacién seguridad de la informacifn como la privacidad de los !
datos personales y sensidles de los usuarios{as) que se

contisnen en los registros gue la institucidn tiene a sU

cargo_y adnainistya por mandato legal.
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TERMINO

DEFINICION

Tratamiento

Cualquier operacidn o complejo de operaciones o
procedimientos t&cnicos, de caracter automatizado o no,
que permitan recolectar, aimacenar, grabar, organizar,
elabarar, seleccionar, extraer, confrontar, interconectar,
disociar, comunicar, ceder, ftransferir, transmitir ©
cancelar datos de caracter personal, o ufilizarlos en
cualgquier otra forma.

Criptografia

La criptografia -del griego kpumrTos (krypios), «secreton,
y ypaeh (graphé), «grafo» o «escritura», literalmente
«escritura secreta»- se ha definido, tradicionalmente,
como el ambito de la criptologia que s€ ocupa de las
t&cnicas de cifrado o codificado destinadas a alterar las
representaciones lingliisticas de ciertos mensajes con el
fin de hacerlos Iininteligibles a receplores 0o
autorizados.

La aparicién de la informatica v el uso masivo de las
comunicaciones digitales, han producido un numero
creciente de problemas de sequridad. Las transacciones
gque se realizan a través de la red pueden ser
interceptadas y, por fanto, la seguridad de esta
informagién debe garantizarse. Este desafio ha
generalizado los objetivos de la criptografia para ser ia
parte de la criptologia que se encarga del estudio de ios
algoritmos, protocolos (se les llama protocolos
criptograficos), v sistemas que se utilizan para proteger
la informacion y dotar de seguridad a las
comunicaciones y a las entidades que se comunican.
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RECTRICES

Se deben utilizar controles criptogréficos con €l fin de garantizar la seguridad de
la informacién, en especial de la informacion personal identificable, sea que la
misma se trate de datos personales o de daios sensibles.

Todos los algoritmos y soluciones que incluyan controles criptograficos deberan
disefiarse y aplicarse conforme a la legislacion vigente.

Cuando corresponda, los coniroles criptograficos cumpliran los tratados
internacionales vigentes en materia de uso de este tipo de techologia,

|5 calidad y pertinencia de los controles criptograficos dependera del grado de
sensibilidad de la informacitn o comunicacion involucrada,

Todo sistema, aplicacidn o sitio web proporcionado por el SERVICIO, que
requiera el ingreso o empleo de informacidn personal identificable por parte del
usuario/a (sea que la misma se trate de datos personales o de datos sensibles),
debera utilizar controles criptogréficos que garanticen la confidencialidad de la
comunicacion.

Todo medio mévil, extraible ¢ canal de comunicacion gue transporie informacion
deberd emplear medidas de seguridad acorde a sU criticidad.

Se deben definir los medios o canales de comunicacidn permifidos para el
transporte o transferencia de informacion.

Las claves cripiogréficas de los sistemas informaticos de propiedad del
SERVICIO serén administradas por la Subdireccion de Estudios y Desarrollo,
quien debera:

i Establecer los procedimientos adecuados y velar por ta no divulgacion,
modificacion y/o destruccién involuntaria de claves criptograficas.

i Mantener un inventario actualizade de sisiemas, aplicativos, procesos v
activos de informacién que se encuentren afectos a controles criptograficos.

=1 contenido de acuerdos o coniratos con proveedores extemnos fque consideren
la utilizacidn o prestacion de servicios criptograficos, deben contener clausulas
de confidencialidad de dichos servicios.

El SERVICIO podra utilizar sistemas de cifrado basado en certificados digitales
nara verificar la auteniicidad o integridad de la informacidn almacenada o
transmitida. En el caso de aplicaciones con Firma FClectrénica Avanzada, esia
debera dar cumplimiento a la Ley N°19.769 - Sohre Documentos Electrénicos,
Firma Electronica y Servicios de Certificacion de dicha firma.




POLITICA CONTROLES CRIPTOGRAFICOS

Paginas 10 de 10
Version 04

Fecha Revisién 15/09/2022

g, CUMPLIMIENTO

El incumplimiento de esta Politica sera sancionado conforme lo establecido en el
Procedimiente “Sanciones por el incumplimiento de las Politicas Y Normativa
asociada a la Seguridad de la Informacion”.

10. DIFUSION

El SERVICIO mantendra a disposicién de los funcionarios/as, y del personal externo
que se desempsfie en &l, la version actualizada de la presente politica en el sitio
web de la intranet institucional (hitps://intranet beta.sreei.cl)).

Sin perjuicio de lo anterior, la(el) Encargada(o) de Seguridad de la Informacion debe
programar actividades de difusion de esta Politica al interior del SERVICIO.
Asimismo, los Administradores/as de Contrato deben enviar copia de esta Polftica
a los proveedores cuyos servicios digan directa relacion con la materia.

El Subdirector/a de Estudios y Desarrollo y el Jefefa del Departamenio de
Identificacion deben incorporar esta Politica en fa definicion de los perfiles de cargo
que corresponda y en el proceso de induccion de los/las nuevos/as funcionarios/as
que se integren a sus respectivas dependencias.

14, VIGENCIA ¥ REVISION

La presente politica sera evaluada y revisada, al menos una vez al afio por elfla
Encargado/a de Seguridad de la Informacién, o cuando & Comité Directivo de
Seguridad y Privacidad de la Informacion lo requiera, para asegurar su continuidad
e idoneidad, considerando cambios externos o internos que puedan afectarla.

Al evaluar la efectividad y adecuacion de la presente politica, es necesario tener en
cuenta los siguientes criferios:

() Cambios legales y/o normativos que puedan afectar a la presente politica,

(i) Técnicas criptogréficas disponibles,

(i) Eventos de seguridad que afecten la Confidenciafidad, Integridad,
Disponibilidad o Privacidad de los activos de informacion.

La presente versidn sustituye completamente a todas Ias precedentes, de manera

que este sea el lnico documento véaiido de entre todos los de la serie. Lo anterior,
una vez que sea aprobade por el respectivo aclo administrativo.
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1. DECLARACION INSTITUCIONAL.
El Servicio de Registro Civil e Identificacion {en adelante el SERVICIO o el SRCel),

daitro dé sus Sistena de Gestidn de Seguridad y- Privacidad de la. Informacion
defing coind prigritario el proteger los datos persenales: contenidos en sus activos i
dé informacian, confoime lo establecido en-su Politica de Seguridad v Privacidad de
la Informacmn y: en las Normas Chilemas NGk 1SQ 27.001 2013 y NEh 180

27.701:2020.

2. INTRODUCCION

La informacion de identificacién personal (P} gorresponde. & un activo del SRGel,

el cual esté expuesto a riesgos ¥ amenazas, dingmicas, que pueden provenir desde

dentro o fuera de la organizacién, y pueden ser intencionales o accidentales. Su
ocurrencia, puede provocar pérdidas materiales y econdmicas, dafios en la imagen
institucional, infracciones legalés, ineumplimiento regulateno 0 cbntractual,

vulngragién de derechos de usuarlos' y usuarias, entre otros; per lo cual, és

importante proteger adecuadametite dicha-infermacion.

3. OBJETIVOS

Los objetivos-de |a Politica te Profeccith de Datos Personales para fa Transferencia |
o- Verificacion de Daios a Tercerps sé encuentran alineados got él Sistema de

Seguridad y Privacidad de l& Informiacidn y corresponden a:

1y Gumplir con los principlos-de seguridad de fa informacitn y Id privacidad de

los ‘datos.

2)  Proteger todos los activos de la informacidn.de la [nstitucién'y lainformacion

de identificacidn personal asociada a ellos.

8)  Apoyar las garanfias de la continuidad del negogis frente a ingidentss de -

seguridad y privacidad dé la informacion.

4., ALCANCE

La presente politica tiene como alcance aquellos. procésos de transferencig ©

verificacién de datos a terceros que se realizan por medio de canales electrdnicos, -

debiendo sef cumplida. por todas las partes que se relacionen direcia o
indirectamente con aguél.
‘Biredcion Naciooal
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POLITICA

Toda transferencia io verificacion de datos personales a terceros gque no gsté

expresamente regllada er unanorma lagal débe-ser dacurmentada y auforizada, -
a travég de un acuerdo formal para tales fines, por quienes tengan las facultades

para proceder en ese sentido.

Toedo acuerdo reldtivo a la transferencia © veriﬁcae;'iér’] de datos perscnales a :
terceros debe considerar el aspecto narmativo. y de riesgog de seguridad de la

informacion previe a su suscripeién, a fin de resguardar la integridad,
disponibilidad, cempletitud y privacidad de dichos datos, €sto implica la inclusién
de cldusulas de acuerdos de confidencialiddd, enire otfos.

La transferencia de dates personales, desde o ‘hacia terceros, debe ser
registrada, Los registros de transferencia sé deben mantener respaldados en
medios electrénicos (log de transacciones, planillas. de céiculo, eic.) por un
tiempo indeterminado.

La divulgaci6n te datos personales a tercatas partes debe set registrada, lo que
incluye 'que’;'-d,ato' petsonal se. téveld, a, quién 'y en qué memenio. Esto incluye
divulgacion due se derive de investigaciones legales ¢ auditorfas extarnas. Enlos
registros, s deben incluir la fuente-de la divulgacién y lafuente de-la autoridad
para realizarla divilgacion. Para estos efectos, se debe considerar que el SRCel,
en caso de ser requeride judicialmente;, comunicard los datos persoriales de
los{as). usuarlosias) que lé sean solicitados:

El usiiario(a) plede &h todo rmometito ejercer los derechos otorgados porla Ley
N°19.528 sobre Proteccion de la Vida Privada y sus modificacianes posteriores,
sin perjuicio de los limites gue contempla la normativa legal al ejercicio de estos
derechos, tales como la obligacién dé almacenarriiento de los datos efectuada
por-mandato legal.

Se estableceran procedimientos disefados para:
- Proteger la. informacién ‘transferida de la intercepcién, la copia, la
modificasion, el ruteo incorreeta y la destruccidn.
— Proteger la informacion electiénica serisible comunicada en forma de
elemeiio adjunio.

o o Direccién Nacienal o . .
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6. MARCO LEGAL, REGULATORIO Y NORMATIVO

~ Politica de Seguridad y Privacidad de fa Infofmacion.
-~ Ley N°19.628 Proteccién de Datds Personalés.
—  Nerma NCh-ISONEC 27061 :2013; én especifico controles contenidos y
distribuidosen los siguientes dommlos
A.13.2.1 Politicas y procedlmientos sabre [a transferencia de informacién.
~  Norma NCh-ISQ/IEG 27701:2020; eni particular los siguientes controles:
A.7.5 |ntercambio, transferencia y eliminacién de PII,
B.8.5. Intercanbio, transferencid'y eliminacion de PIL.

ROLES Y RESPONSABILIDADES

ire'f:ta)
Nacional

| Seguridad y
Privasidad de la

Jefe Unjdad
Cantrol de

. Riesgos v

i Segutidad

!
i
3
i

Ercargadold) &

Informacion (ESH) |

! Encargado(a)
t Unidad da
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8, DIFUSION

El 8RCel mantendrd a disposlcion de los funcionarios/as y .personal qué se
desempefie en &l la versian actualizada dé |a presente politica en el sitio web del -

Sistema de Gestidn htegral de Calidad dél SRCel, especiiicamente, en la

Documentacién -def Proceso de Seguridad de la Informacion, euya URL -es la :

siguients h;tﬁ:/./baﬁdad.srcei.pl/qsmf y. en el sific web Intranet institucional
(htps:/fintranet.beta.sreel.cll).

9. VIGENCIA Y REVISION

La presente pelitica serd evaluada y revisada al menos una vez al afio por el
Encargade/a de Seguridad de la Informagcian, o cuando el Comité Directive de
Seguridad y Privacidad de |a Inforniacién lo requiera, para asegurar su continuidad
s idoneidad, considerando-cambios externos o internos que puedan afectarla.

Sin perjuiciode o anterior; .esta politica serd siempre rovisada cuando ocurra un
evinio rélevante o un incidente de seguridad de la inforimacién.

10.SANCIONES POR INCUMPLIMIENTO

Ef incumplimlento de. la presente Politica y de los procedimientos o instructives
asociados, ya sea por parte del parsorial del SRCel, indepéndiente de su calldad
estatutuaria, personal contratado a honorarios ¢ personal perterigciente-a empresas
Gue prés’t_e'n'-_s_e_ri.rie.ios a la institucion, podra traer corno. chrisecuencia la aplicacion
de las. sanciones administrativas, civiles 0 penales establecidas en la legislacian
vigente 'y en 108 procedimientos internos de la institucidn.

En 6l taso. de empresas gue presien servicio a la ingtitucion, ya sea en forma
permafierite U ocasional. el Subdirector/a de Estudios y Desarrollo ehviard.una cartd
dirigida al Representante Legal de la.empresa informando réspeeto de la infragcion
o incumplimiento ohservado.

En el caso de Instittclones e ¢onvehle, las sanciones por incumplimiento se
establageran en &l fespectivo acuerdo.

Direccién Nacional

Avda, LibertadorBda. O7Higglis N™1448, Tor's 4 Pigo 1, Santiago. Teléfone (56 23 %61 1500L
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i formatos (papel, digital, base de datos, tekto, imager, :
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.. eorjocintienta de-los procesos | institucionales.
Se entlende por “buen usa” de los activos'de informacién, las '
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| Corifidencialidad
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18e entiende equivalente a la Informacitn. de Identificacion
.Personal o 1P, . i
'Es el dato ¢ que ro sea sem:prlvado, prlvado o sensible. Son |
| tonsiderados datos pliblicos, entre otros, los datos relativos
-al estado civil de 1as pergonss, a su profesién u oficio'y a su. IZ
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1. DECLARACION INSTITUCIONAL.

El Servicio de Registro Civil ¢ Identificacién (en adelante el SERVICIO o el SRCel),
se compromete a Gestionar la Seguridad y Privacidad de fa Informacién para lograr
niveles adecuados de confidencialidad, integridad, disponibilidad y privacidad del
Activo de Informacidn que la institucién considere relevante conservar, Para ello,
desarrolla un trabajo paulatino de implementacién dei Sistema de Seguridad vy
Privacidad de la Informacién (en adslante, SG8I) basado en las Normas Chilenas
NCh ISO 27.001:2013 y NCh ISC 27,701:2020, y en las Recomendaciones que &
su respecto emanen del Consejo para la Transparencia, tendiente a homogeneizar
los criterios de seguridad, con e} objeto de preservar los activos de informacion de
la Institucién, en particular, respecto a suw:

a)

c)

Confidencialidad: El SERVICIO cuidard se apliquen los controles
necesarios para resguardar los activos de informacion y ratar los riesgos
asociados, por ejemplo, de cualguier acceso libre o no autorizado,
revelaciones accidentales, espionaje, violacién de la privacidad y ofras
acciones de similares caracteristicas. Por lo tanto, la informagcién debe ser
gestionada por los funcionaries(as) que la requieran unica y exclusivamenie
para el desarrollo estricto de sus funciones.

Integridad: E] SERVICIO cuidaré se apliquen los controles necesarios para
resguardar los activos de informacién y tratar los riesgos asociados, por
ejemplo, de cualquier degradacién por efectos de agentes internos ©
externos, ambientales o manipulacién que afecten su exactitud vy
completitud. En definitiva, ios activos de infermacion no deben ser alterados
o eliminados sin que esto sea debidamente autorizado, a fin de garantizar
la precisién y validez de la informacion durante su procesamiento, asi como
evitar cualquier tipo de fraude gue se pueda generar a partir de alteraciones
o irregularidades.

Disponibilidad: £l SERVICIO cuidara se apliquen los coniroles necesarios
para resguardar los activos de informacién y tratar los riesgos asociados,
por ejemplo, de cualquier interrupcién, asegurando que s encuentren
accesibles y utilizables, para que no afecte la continuidad operacional de la
insfitucion, de modo tal que los{las) usuarios{as) autorizados(as) accedan a
la informacion cuando se reguiera en los distintos procesos institucionales.
Esto debe considerar no solo fa disponibilidad sine también la capacidad de
procesamiento, permitiendo una recuperacion rapida y completa ante algn

Toiv s sd e £t il
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avento que afecte la operatividad, o implique dafios a las instalaciones o
medios de almacenamiento.

d) Privacidad: El SERVICIO cuidara se apliquen los controles necesarnos para
proteger los activos de informacién a fin de resguardar adecuadamente Ia
privacidad de los datos personales y sensibles de los usuarios(as)
mantenidos en los registros asu cargo.

La gestion que emana de la presente Polifica de Seguridad y Privacidad de la
Informacién, sera clave para identificar y iratar los riesgos que afecten la continuidad
operacional de la Institucién, sus relaciones e imagen con la ciudadania, los
proveedorss y sus funcionarios{as).

2. INTRODUCCION

La informacién corresponde a un active del SERVICIO, el cual estd expuesio a
riesgos y &menazas dinamicas, que pueden provenir desde dentro o fuera de la
organizacién, y pueden ser intencionales o accidentales. La ocurrencia de aguelios
riesgo y amenazas, puede provocar pérdidas materiales y econémicas, dafio en ia
imagen institucional y €n la confianza de los usuarios{as), infracciones legales,
incumplimiento regulatorio, yulneracién de derechos de funcionarios(as) o de
terceros, por lo cual, es impertanie proteger adecuadamente los activos de
informacion por cuanto corresponde a un elementa relevante en el desarrolio de los
procesos de provision de productos o servicios estratégicos para el Servicio de
Registro Civil & Identificacion.

Toda informacion del SRCel, independiente de la forma en gue se documente
{soporie), debe ser profegida adecuadamenie a través de fa implementagion de un
conjunto de controles {Anexo A normma NCh-ISOAEC 27001:2013 y Anexos A 'Y B
norma NCh-ISQ/IEC 27701:2020), que se definen en politicas, nomas y
procedimientos de Seguridad y Privacidad de Ia Informacion.

2. QRJETIVOS

Los objetivos de la Politica de Seguridad y Privacidad de la Informacién, que se
enmarcan dentro del Sistema de Seguridad y Privacidad de la Infonmacion del
SERVICIO, corresponden a:
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2)

3)

4)

5)

&)

7

8)

9)

Minimizar el riesgo en los procesos asociados a la seguridad de la
informacién y privacidad de datos.

Proteger eficientemente los activos de informacion del SRCel, asegurando
su confidencialidad, integridad, disponibifidad y privacidad.

Cumplir con los principios de la proteccién de datos, esto es. Licitud,
Calidad, Informacion, Seguridad y Confidencialidad.

Establecer politicas, procedimientos e instruciivos que refuercen los
procesos contenidos en el Sistema de Seguridad y Privacidad de la
Informacién.

Fortalecer la cultura de seguridad de la informacion en los trabajadores del
serviclo, independiente de su calidad juridica y de los proveedores de
blenes v servicios adquiridos por esta entidad.

Apoyar las garantias de la continuidad del negocio frente a incidentes de
seguridad y privacidad de la informagion.

Establecer los requisitos y condiciones generales de proteccion y resguardo
de seguridad y ciberseguridad a los que se encuentra sujeto el SRCel, de
acuerdo con las normas legales y reglamentarias pertinentes, asi como los
riesgos a que estan expuestos sus activos de informacién v, los principios y
objetivos internos para el resguardo de sus operaciones.

Definir una estructura y un marce de politicas, estandares y procedimientos
en materia de seguridad de la informacién dentro del SRCel.

Implementar, aplicar y gjecutar las medidas de ciberseguridad instruidas
mediante el Instructive Presidencial N°008, de 23 de octubre de 2018, el
cual proporciona directrices en materia de ciberseguridad para la proteccién
de redes, plataformas y sistemas informaticos de los drganos de la
Administracion del Estado.

Lope o™y e elerad
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4. ALCANCE

La presente polifica, debe ser cumplida por todas las personas, naturales o juridicas
gue se relacionen directa o indirectamente con &l SERVICIO de forma interna ©
externa.

Con todo, la presente Politica debera ser aplicada y cumplida por todos{as) los(as)
funcienarios{as) de planta vy a contraia, asi como aguellos que se encuentren en
calidad de suplente o reemplazo; personal contratado a honorafios; y terceros
(incluyendo contratistas y syuscriptores de convenios) cue interactiien de manera
habitual u ccasional con la institucion,

5. REFERENCIA NORMATIVA NCHAEC.

| os controles de la Norma corresponderan a aguelios establecidos en NCh-ISONEC
77001:2013 y NCh-ISOHEC 27701 2020, los gue serin aplicados con el objetivo de
resguardar todos aguelios procesos que pudiesen poner en riesgo los aclivos de la
informacion v a su vez fa proteccion de datos personales y sensibles.

A partir de esta Politica se definiran otras para regular materias especificas. A su
vez, de las polfticas se desarrollaran nrocedimientos e instrucclones de trabajo, que
serdn la gufa para k2 gjecucién de actividades de seguridad y privacidad de Ia
informacién al interior de SRCal.

5.1.Controlas NORMA NCh-SG/EC 27001 12013

Se consideran los 144 controles de la norma contenidos y distribuidos en los
siguientes dominios:

A5 Politicas de Seguridad de la Informacion.

A6 Organizacion de la seguridad de la informacién.

A7 Seguridad de los Recursos Humanos.

A8 Administracion de Activos.

A8 Control de Acceso,

A.10 Criptografta.

A1 Seguridad Fisica y Ambienial.

A 12 Seguridad de las Operaciones.

A13 Seguridad en las Comunicaciongs.

A4 Adguisicion, desarrollo mantenimiento de sislemas.

Lo TR
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A.15 Relaciones con los proveedores.

A.16 Administracién de incidentes de seguridad de la informacion.

A.17 Aspectos de la seguridad de la informacion de la adminisfracidn de la
continuidad comercial.

A.18 Cumplimiento,

5.2.Controles NORMA NCh-ISO/EC 27701:2020

Se consideran los 49 controles de la norma contenidos y distribuidos en los
siguientes dominios:

A.7.2 Condiciones para la recopilacion y el procesarmiento
A.7.3 Obligaciones respecto de los titulares de Pl

A.7.4 Privacidad desde el disefio y por defecto

A.7.5 Intercambio, transferencia y eliminacion de Pil

B.8.2 Condiciones para la recopilacién y &l procesamiento
B.8.3 Obligaciones respecto de los titulares de Pl

B.8.4 Privacidad desde el disefio y por dafecto

B.8.5 Intercambio, transferenciay aliminacion de Pil

8. TRATAMIENTO DE DATOS

Para

el tratarmiento de datos, el Semvicio de Registro Civil e Identificacion, se rige

por la Ley N* 19.628, sobre Proteccién a {a Vida Privada, y por la Resolucidn Exenta
N°304, de 30 de noviembre de 2020, del Consejo para Ia Transparencia, gque
contiene las recomendaciones y buenas practicas para la proteccién de dajos
personales por parte de la Administracion del Estado.

Para

efectos de establecer ef sentido y alcance de un concepio contenido en esta

Politica, se consideran las definiciones contenidas en el articulo 2°, de la Ley
N®19.628, ya sefialada.

{.os datos seran clasificados de la siguiente manera:

a)

Datos de caracter personal: Se definen como aquellos antecedentes
relativos a cualquier informacién concerniente a personas naturales,
identificadas o identificables. El tratamienip de estos datos sdio puede
efectuarse cuando una ley u oiras disposiciones legales lo autoricen, o el

e, ol RIE S
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fitular consienia expresamente en ello (At 4, Ley N° 198628 Sobre
Protecclén de la Vida Privada)-

h) Datos sensibles: Se definen como ag uellos antecedentes personales que
se refieren a las caracteristicas fisicas o morales de las personas o a hechos
o circunstancias de su vida privada o intimidad, tales como los habitos
personales, el origen racial, las ideologias v opiniones politicas, las
creencias o convicciones religiosas, los estados de salud fisicos o psiquicos
y la vida. En virtud de lo establecido en el Articulo 7°, incigo 2°, de la letra i)
de la Ley N° 20.285, Sobre Acceso & la informacion Publica, se entienden
datos sensibles estos mismos mencionados, pero en vez de origen racial,
se indica origen social.

Sobre las fuentes accesibles al pblico, los registros o recopilaciones de datos
personales, plblicos o privados, de acceso no restringido o reservado a los
solicitantes, tisnen como caracteristica que su consulta puede ser efactuada por
cualguier persena, como ocune, por gjemplo, ton los contenidos de diarios y/o
medios de cornunicacién social.

Por su parte, los datos personales de los(as) usuarios(as) que son recopilados a
ravés de actuaciones, mediatizadas por diversos formularios y sistemas
computacionales asociados entre si, el SERVICIO los tiene disponibles a través de
sus distintas plataformas de atencion, constituickas por las oficinas presenciales, por
ia Oficina Internat, los médulos de tramites ¥ semvicios en linea del sitioc web
institucional (wwaw.registrocivil.cl}, por el portal Gobiemo Transparente, los quioscos
de autoatencion y aplicaciones moviles.

La disponibilidad de los datos & fravés de los medios antes sefialados, son
entregados conforme las competencias y atribuciones, que por ey se han radicado
en o SERVICIO, conforme lo dispone la Ley N° 19.477, Orgénica del Servicio de
Registro Civil e [dentificacion.

Los datos personales de los usuarips(as) son recolectados, almacenados, usados
y puestos en circulacién conforme los guerpos legales que correspondan a la
materia, en particuiar, a lo dispuesio en la Ley N°19.628, Sobre Proteccién de Ia
Vida Privada, y en la Resolucién Exenta N°804, del Consejo para la Transparencia,
que contiene lag recomendaciones y buenas practicas para la proteccidn de datos
personales por parte de la Administracién del Estado.

i YR
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6.1 Procedimlentos para <l tratamiento e los datos personales

En cuanto a los registros o banco de datos, estos son clasificados coma:

a) Registros automatizados: aquel conjunte de datos de caracter personal
gue, para su tratamiento, han © estan sujetos al uso de herramientas
tecnoldgicas especificas, en los procesos de acceso, recuperacién o
tratamiente de aquellos.

b} Registros no automatizados: aguel conjunto de datos de caracter
personal organizado de forma manual, contenido en registros manuales,
impresos, sonoros, magnéticos, visuales u holograficos, y estructurado
conforme a criterios especificos relativos a personas fisicas que permitan
acceder, sin mayores requisitos, a sus datos personales.

£] SERVICIO, atendido a que por mandato expreso de ley fiene a su cargo los
registros y bancos de datos personales, €s responsable respscto de las
decisiones relacionadas con el tratamiento de dichos datos,

Conforme lo anterior, la proteccién de datos esta basada en los siguientes
principios, definidos en la Resolucién Exenta N°304, del Consejo para la
Transparencia, ya sefialada, en el numeral 4. PRINCIPIOS ORIENTADORES DE

LA FROTECCION DE DATOS, a saber:

A. Principio de licitud.
B. Principio de calidad de los datos, esto es!
i.  Principio de veracidad.
ii. Principio de finalidad.
iil.  Principio de proporcionalidad.
C, Deber de Informacion,
D. Principio de seguridad.
E. Principio de confidencialidad o gacreio.
Conforme a lo dispuesto en el articulo 19, N°4, de la Constitucion Politica de la
Republica y a las normas pertinentes de la Ley N° 19.828, sabre proteccion de la
vida privada, v sus medificaciones posteriores, el SERVICIO efect(ia tratamiento
de datos personales a través de sus distintas plataformas de atencion,
presenciales o viruales, en funcion de lo establecido en los Arifculos 3° y 4° de
la Ley N°19.477, que Aprueba la Ley Organica del Servicio de Registro Civil &
identificacion.

R La it et T
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8.2 Titular de los Datos Personales.

Los antecedenies de caracter personales se asoclan a una persona natural
denominada ‘titular”. Esta persona tiene derecho a CONOCETr.

a)

d)

6.3

Informacién de los bancos de datos de responsabilidad del SRCel, del
fundamento juridico de su existencia, su finalidad, tipos de datos
almacenados y desciipcion del universo de personas que comprende.
Informacion sobre datos relativos a su persona, procedenciay destinatario,
el propoésito del almacenamiento y la individualizacidn de las personas U
organismos a kos cuaies sus datos son transmitidos reguiarmente.

La modificacién de sus daios personales en Ccaso de que éstos sean
errdneos, inexaclos, equivecos © incompletos, vy asi se acredite
administrativa o judiciaimente.

La eliminacién de los datos personales entregados cuande su
aimagcenamiento carezca de fundamento legal o cuando estuvieran
caducos.

{ a eliminacion o blogueo de las datos personales, &n aguellos casos en que
haya proporcionado voluntariamente sus datos personales y no desee
continuar figurando en el regisiro respectivo, sea de manera definitiva o
termporal.

Deberes del SERVICIO como Responsable del Tratamiento de los
Datos personales

El SERVICIO, coma Responsable del Tratamiento de Datos Personales, debe
cumplir con los siguientes deberes:

a)

b)

(nformar debidamente al titular sobre la finalidad de la recoleccién vy los
derechos que le asisten por yirtud de la autorizacion otorgada.

Conservar la informacion bajo las condiciones de seguridad necesanas par
impedir si adulieragion, perdida, consulta, Uso 0 acCeso no antorizado ©
fraudulento.

Garantizar que la informacion que suministre el encargado del tratamiento
de los datos, esto es - en el caso del SRCel- ia jefatura del Registro

At ol
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d)

correspondiente, sea veraz, completa, exacta, actualizada, comprobabie y
comprensible.

Actualizar la informacion, correspondiente al registro a su cargo,
comunicando de forma oportuna al encargado del tratamiento, todas las
novedades respecto de los datos que previamente le haya suministrado vy
adoptar las demds medidas necesarias para que fa informacidn
suministrada se mantenga actualizada.

Es importante sefialar que pertenecen al SRCel todos aruelios datos contenidos
y/o publicados en su sitio web institucional (www.registrocivil.gob.cl), intranst
institucional, aplicaciones moéviles, asl como aquelios datos que hayan siio
recolectados por funcionarios{as) det SRCel o por terceros contratados por elia
en cualquiera de sus plataformas de atencian, presenciales o virtuales.

Los contenidos de acceso pliblico disponibles en www.registrocivil.gob.cl pueden
ser utilizados por el usuario(a) para fines no comerciales.

7. MARCO REGULATORIO GENERAL

El tratamiento de los datos de cardcter personal en reglstros o bancos de datos, asi
como su obtencién v administracién por parte de este SERVICIO, se encuentra
regulado por los siguientes cuerpos normativos:

a)

b)

Ley N°19.477, que Aprusba Ley Orgénica del Servicio de Registro Civil
o Identificacién: Su articulo 3° sefiala que “El Servicio velara por 2
constitucion legal de la familiay tendra por objeto principal registrar los actos
y hechos vitales gue determinen el estado civil de las personas Y la
identificacion de estas.

Le correspondera, también, llevar los registros y efectuar las acluaciongs
que la ley encomiende.”

Ley N°19.628, Ley de Proteccion de la Vida Privada: Establece un
conjunto de principios y derechos relativos al manejo de datos personales
en el pals que puede exigir un titular de datos personales a quien posea o
administre un registro de estos, junto con reglas de aplicacion general para
el manejo de datos personales por el sector publico y privado, en torno al
resguardo de la confidencialidad de esa informacién.
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d)

g)

h)

Ley N°19.799, sobre documentos electrénicos, firma electronica y
servicios de certificacién de dicha firma: Reguta el uso de documentos

electrénicos en el pais y, con elio, mecanismos para asegurar ia integridad
y confidencialidad de la informacion, mediante el uso de mecanismos de
firma digital, junto con un sistema que garantice el apropiado

funcionamiento de quienes prestan estos servicios.

Ley N° 20.285, Sobre Accesoa ia Informacion Piblica: tiene por objeto
regular el principio de transparencia de la funcion publica, el derecho de
acceso a la mformacion de los 61ganos de 12 Administracion del Estado, los
procedimientos para gl ejercicio del derecho y para su amparo, ¥ las
excepciones a ia pubiicidad de 12 informacion.

Ley N°21.180, sobre Transformacién Digital del Estado: tiene por objeto
iniciar la evolucion digital de las Instituciones estatales, modificando
diversos cuerpas normativos, incorporando el soporte ¥ la tramitacion
electrénica en los procedimientos administrativos de! Estado vy Ia gestion
documental.

Ley N°18.223, Ley de Delitos Informéticos: que tipifica figuras penales
relativas a la informatica y tiene por finalidad proteger la calidad, pureza €
idoneidad de la Informacidn en cuanio tal contenida en un sistema
autornatizado de tratamiento de estay de los productos gque de su operacion
se obtengan. (Historia Fidedigna de la Ley, Primer Tramite Constitucional,
Camara de Diputados, Mocion Parlamentaria afio 1991)

Decreto Supremo N°83, Aprueba Norma Téenica para 108 Organos de
iz Administracién del Estado sobre Seguridad y Confidencialidad de
tos Docurnentos Electronicos: Establece las caracteristicas minimas
obligatorias de seguridad v confidencialidad que deben cumplir los
documentos electrénicos de los 6rganos de la Administracion del Estado.

Rasolucién Exenta N°304, de 2020 del Consejo para ia Transparencia,
que aprueha el texto refundido y actualizado de las Recomendaciones sobre
Proteccion de Datos Personales por parte de los Organos de la
Administracian del Estado.

Instructive Presidencial N°008, de 2018: el cual imparte directrices en
materia de ciberseguridad para la proteccion de redes, plataformas ¥
sisternas Informaticos de Jos grgancs de 1a Adminisiracion del Estado.
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j)  Morma NCh-ISO/IEC 27001:2013, Sobre Tecnologlas de la informacion —
Técnicas de seguridad — Sistemas de gestién de la seguridad de la
informacidn — Requisitos.

k) Norma NCh-ISO/IEC 27701:2020. Sobre Técnicas de seguridad —
Extension NCh-ISO/IEG 27001 e NCh-ISO/IEC 27002 para la gestién de la

informacién de privacidad — Requisitos y directrices.

I}  Norma NCh-ISO/IEC 27002:2015. Sobre Tecnologias de la Informacién —~
Técnicas de seguridad ~ Codigo de practicas para los confroles de
seguridad de ia informacion.

La enumeracion de normas aquf sefialadas, debe entenderse como aguel acervo
normativo basico que permite comprender el nuevo derecho fundamenial a la
proteccion de los datos personales, gue implican mandamientos juridicos,
instruceiones y/o recorendaciones que apartan criterios juridicos a este SERVICIO
para el tratamiento de los sefialados datos persongles, accidén que se encuentra
inserta en al ambito de sus competencias asignadas por ley.

8. ROLES Y RESPONSABILIDADES

El SERVICIO contard con una estructura funcional para administrar el Sistema de
Seguridad y Privacidad de la Informacion (881) constituida por las siguientes
instancias (Roles}) a los cuales se les asignaran determinadas responsabilidades.

8.1.Roles.

a) Director/a Nacional

b) Comité Directivo de Seguridad y Privacidad de la Informacién (CDS)
¢) Comité Operativo de Seguridad y Privacidad de la Informacion (COS)
d) Encargado/a de Seguridad dela Informacién (ES))

e) Oficial de Seguridad Tl (O3}

f  Jefe(a) Unidad Control de Riesgos y Seguridad

g) Encargado{g) de Ciberseguridad

h) Encargados/as de Seguridad de la Informacioén Regionales

i)  Encargado del Tratamiento de Daios

Loy e i oenal
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i)  Responsable del Tratamiento de Datos

8.2.Responsabilidades.

'Rol Mo Responsabilidad
Directorfa) e« Proveer los med
Nacional Politica.

« Aprobar las versiones aciualizadas de esta Politica.

Comité Ditectivo  Revisar, aprobar y difundir las politicas de seguridad.

iospara la irrixpl‘ementaciﬁn de esla

de Seguridady ~ » Tomar cenocimiento y supervisar ia investigacion v
Privacidad de la monitoreo de los incidentes de seguridad.
Informacion « Promover la difusion y apoyc a la Seguridad de fa
(CDS) informacién.

Comité Operativo » Proponer al Comité Directivo de Seguidad de la
de Seguridad y Informacién  del Servicle de Registro Civil e
Privacidad dg la [dentificacion, nuevas politicas de seguridad de [a
Inforrmacion informacion.

(CO%) + Supervisar la implementacién de procedimientos &

instructives que tengan lineamientos desde las
politicas de seguridad de la informacion.

« |deniificar los resgos a log cuales se encuentran
expuestos los actives de informacién, definir
estrategias v proponer al Comité Directivo de
Seguridad de la Informacion. un Plan para su
tratamiento y mitigacion.

Encargado(a) de Asesorar, coordinar y apoyar al S8RCel en materias

Seguridad v relativas 8l Sistema de Seguridad vy Privacidad de la

Privacidad de la Informacion.

Informacidn (EST) Difundir y sensibilizar respecto de fa Seguridad ¥
Privacidad de Ia Informacién &  los(las)
funcionaros(as) del SRCel.

Oficial de o Prestar asesoria técnica especializada al ES|, al
Seguridad Tl Subdirector(a) de Estudios V¥ Desarrollo y al
(QS1) Director(a) Nacional en las materias relativas 2

riesgos vy seguridad de 108 Sisternas Informaticos y
Documentos Electronicos.

Ledl Mo gl U
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_Responsabilidad ___

Subrogar al o
Informacion.
Cstablecer estrategias preventivas, correctivas y

la Encargada de Seguridad de la

Jefe Unidad .

Control de reductivas que deben emprenderse frente a los

Riesgos y riesgos de seguridad defectados.

Seguridad « Definir y coordinar la implementacién de planes de
corto, mediano y largo plazo refativos a la sequridad
de ia informacién para asegurar la continuidad
operativa del Servicio.

Encargado(a) de = Gestionar la seguridad informética del Servicio y los

GCiberseguridad riesgos asociados a la Ciberseguridad.

» Asesorar al o a la Encargada de Seguridad de la
Informacién en materias de riesgo y cibersegquridad.

Encargados{as) e Asesorar al Director(a) Regional y a todos los

de Seguridad y funcionarios ¥ funcionarias de la region, respecio del

Privacidad de la alcance de las Politicas y normas internas agociadas

Informacion a la Seguridad y Privacidad de la Informacian.

Regionales  Informar a ESI. cualquier acto anémalo detectado
sabre el tratamiento de los activos de informacion.

Encargado del ¢ Es lajefatura encargada de un Registro en particular,

Tratamiento de quien debe aplicar los confroles adecuados para

Datos resguardar los activos de informacion asu cargo v la
privacidad de los datos personales de los tiulares.

Responsable del ¢ El responsable del tratamicnio de los datos

Tratamiento de contenidos en los registros a su cargo es el propio

Datos Servicio de Regisiro Civil e Kentificacion; para lo cual

se aplica la estructura descrita en la presente politica

Un mayor detalie de las responsabilidades y funciones de la estruciura del Sistema
de Seguridad y Privacidad de la Informacién se encontrardn descritas en sus
respecitivos actos administrativos de creacién o designacion.

Ademas, serd responsabilidad individual inexcusable de los funcionarios{as) de
calidad juridica: titular, cantrata, suplencia yfo reemplazo, personal a honorarios y

Bicgeobr o bl
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terceros contratados que prestan servicios, que tengan acceso a los activos de
informacion del SRCel, o que tengan acceso al uso de las tecnologias de fa
informacion y sus actividades en internet, dar cumplimiento a la presente Politica y
& otras polificas, procedimientos 0 instractivos asociados al Sistema de Seguridad
y Privacidad de la Informacidn.

Las jefaturas o duefios de activos o procesos deben velar porque el personal de su
dependencia conozeay cumpla la presente Politica’y otras politicas, procedimientos
o instructivos asociados al Sistema de Seguridad y Privacidad de 1a Informacion.

Ef 0 la Encargada de Seguridad de ia Informacién debe coordinar la revision de esta
Polftica y gestionar su aprobacion final por parie de la Direccién Nacional del 8RCel.

9. DEL USO DE RECGURSOS INSTITUCIONALES

Los funcionarios(as), personal o lerceros deben resguardar adecuadamente los
activos de informacion a los cuales tienen acceso.

De esta manera, y sin perjuicio de lo gue se disponga en especifico respecto del
almacenamiento y mantenimiento de activos de informacién por parte de!
SERVIGIO, fa utliizacion de equipamiento de procesamiento o almacenamiento de
informacion, tales coma notebooks, PC, teléfonos moviles, maletas de atencién
terreno, medios exiraibles, entre otros, asi como aplicativos para los cuales cuentan
con permisos de acceso, como por gjemplo el Sistema de Identificacién, Sistema
Monito, Sistema de Atencion Ciudadana, Plataforma de Transparencia, etc., redes
jocales, redes inalambricas (WiFi), VPN, Internet, Intranet y coireo slectronico,
deben ejecutarse solo para el cumplirniento de las labores encomendadas y con
apego estricto a las polfticas, procedimientos € instrucciones de trabajo gue
correspondan.

44, DIFUSION

£| SRCel mantendrd a disposicion de los funcionariosfas, y del personal exiermno
que se desempefie en &l la version actualizada de la presente politica en el sifio
web del Sistema de Gestidn integral de Calidad del SRCel, especificamenie, en la
Documentacién del Proceso de Seguridad de la Informacion, cuya URL es la
siguiente hit Jialidad.srcel.clgsmy y en la intranet mm:ﬂintmnethe‘ta;smeiﬁlf).
Por otra parte, en el sitio web institucional, en la seccidn "Politica de Seguridad y

[ FE T
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Privacidad” se publicara, para conocimiento de la ciudadania, la Declaracion
Institucional contenida en el presente documento.

Sin perjuicio de fo anterior, la(el) Encargada(o) de Seguridad de la Informacion debe
programar actividades de difusién de esta Polifica al interior del SRCel y coordinar
con la Subdireccion de Estudios y Desarrollo y Subdireccion de Administracién y
Finanzas, el envio de este documento a las instituciones con convenic vigenie y a
ios proveedores.

El Departamento de Gestion y Desarrollo de las Personas debe incorporar [a
aplicacion de las politicas de seguridad de la informacion en el Plan de Capacitacién
Anual y en el proceso de induccion institucional, velando por la correcia entrega de
dicha informacion a los nuaves funcionarios que se integren al Servicio.

41. VIGENCIA Y REVISION

La presente politica seré evaluada y revisada, al menos, una vez al afio porel o [a
Encargada de Seguridad de la informacion, o cuando el Comité Direclivo de
Seguridad y Privacidad de la Informacion lo requiera, para asegurar su continuidad
e idoneidad, considerando cambios externos o internos que puedan afectarla,

Al evaluar la efectividad y adecuacidn de la presente politica, es necasario tener en
cuenia los siguientes criterios:

a) Cambios legales y/o normativos que puedan afectar la presente Politica,

b) Eventos de seguridad que afecten Ia Confidencialidad, Integridad,
Disponibilidad o Privacidad de los activos de informacion.

En cuanto a los objetivos especificos a cumplir por parte de] SERVICIO en materias
de Ciberseguridad y de Seguridad Y Privacidad de la Informacién y Datos
Personales, se determinarén en base a un andlisis de los riesgos y amenazas a los
que estén expuestos los activos de informacion criticos, por parte del Comité
Directivo de Seguridad y Privacidad de la informacion.

La presente version sustituye completamente a todas las precedenies, de manera
que esle sea el unico documento valido de entre todos los de ia serie. Lo anterior,
una vez gue sea aprobado por el respectivo acto adminisirativo.
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12. SANCIONES POR INCUMPLIMIENTO

{ as sanciones ante el incumplimiento de la presente Politica, asi como la de
cualquier oira politica, procedimiento © instructive, asociades al Sistema de
Seguridad y Privacidad de la Informacion del SERVICIO, se encuentra regulada en
el Procedimiento Sanciones por Incumplirmiento de Ias Politicas v MNorrnativa
Asociada a la Seguridad de la Informacién, en el cual se desarrolia,
pormenorizadamente, el procedimienta que se debe sequir para aplicar las
sanciones disciplinarias y aquelias acciones tomadas en ejercicio del conirol
jerarquico de las jefaturas, ante incumplimientos de las normas y procedimientos
ostablecidos en materia de seguridad de la informacion del Serviclo, por parte de
losflas funcionarios(as) de planta y contrata, suplencia © reemplazo, personal a
honorarios v terceros extefnos contratados, que prestan servicios y gue tengan
acceso a los activos de informacion de la [nstitucién.

« Sanciones gue se pueden aplicar al determinarse la responsabilidad
Administrativa de un funclonario por medio de un procedimiento
disciplinario.

En relacion a este procedimiento, las sanciones que pueden aplicarse son de cuatro
clases.

a) Censura
b) Multa
¢) Suspension del empieo desde treinta dias 2 tres meses
d) Destitucion
+ Sanciones para personal externo al SERVICIO

En el caso que personal extemo, 5@ encuenire ¢ Ro trabajando en dependencias
del Servicio, pero que fenga aiguna labor que desempefar, ya 5ed constantemente
o a modo parcial en la institucion, v gue incurra &1 cualquier falta a la polilica,
normas o procedimientos de seguridad de la informacion aprobadas por &l Servicio,
ol Director Nacional enviara una caria dirigida al Coordinador General del Contrato
respectivo o Representante Legal de la empresa al pual pertenece la persona
nfractora, nofificandole la faiia comelida y soliciténdole tornar las acciones
correspondientes y que estime necesarias, sin perivicio de lo pstablecido en las
cldusulas del respectivo coniraio o convenio,
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13. DEFINICIONES

Término 1t e .
Son todos aquellos elementos, documentos, sistemas, base
de datos, infraestructura © personas relevantes en la
produccién,  emisian, almacenamiento, comunicacion,
visualizacion v recuperacion de informacién de valor para la
institucién. Se distinguen tres niveles:
Activo de Informacion » La Inforrqa.ci'c'm propiamente tal, en sus miltiples forrf?aios
' (papel, digital, base de datos, texto, imagen, audio, video,
ete.).
» Los Equipos/Sistemas/Infraestructura que soporian esta
informacion.
« Las Personas que utilizan la inforrmacion, y agquellas que
tienen el conocimiento de los procesos institucionales.
Causa potencial de un incidente na deseado, gue puede dar

Amenaza e
lugar a dafios a un sisterna, datos 0 proceso.
Expectativas que el SRCel tiene con respecto al cuidado que
Buen Uso ella) funcionario{a) debe emplear para con los activos de

informacion que este les entrega para el desempeiio de sus
funciones.

Es el equipo conformado por funcionarios(as) de las areas de
la institucién, responsable de la tora de decisiones en temas
Comité de Seguridad  de seguridad y privacidad de la informacion.

y Privacidad En el caso del SRCel, se cuenta con un Comité Directive de
Seguridad y Privacidad de Ia Informacion (CDS) y un Comité
Operativo de Seguridad y Privacidad de la Informacién {(COS).
Obligacion legal de mantener reserva de la informacién del
SRCel a la que se acceda y que sera exigible a cualquier

Confidencialidad e : : :
persona natural o jusidica que interactiie o se relacione con el
SRCel bajo cualquier modalidad o vinculo jurfdico contraciual.
Cualguier informacion vinculada o que pueda asociarse a una
Dato Personal A j mamher
o varias personas nalurales determinadas o determinables.
Aquellos aniecedenies personales que se refieren a las
Dato Sensible caracteristicas fisicas 0 morales de las personas 0 @ hechos

o circunstancias de su vida privada o intimidad, tales como los
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Término Definicion
habitos personales, &l origen racial, tas ideologias y opiniones
politicas, las creencias o convicciones religiosas, los estados
de salud fisicos o psfquicas y la vida sexual.

Documento gue enumera ios coniroles aplicados por el
Sisterna de Seguridad ¥ privacidad de la Informacién de ia

Declaracion de Institucion tras el resultado de los procesos de evaluacion y

aplicabilidad tratamiente de riesgos, asi como la justificacién de las
exclusiones de controles del anexo A de 180 27001 (ISONEC
27000).

Propiedad de la informacion segin la cual es accesible y
utilizable oportunamente por las personas, sistemas o0

Disponibifidad : =
procesos sutorizados, en el formale requerido para su
procesamiento.
Encargado/a de . B '
Segur?da d £s la persona que la autoridad maxima designa para la
| Y _ definicion, disefio, implementacion ¥ supervision de las
Privacidad de le . . gt - .
medidas de seguridad ¥ privacidad de la informacion.

infermacion (ESH
Persona fisica o juridica, autoridad ptblica, servicio u otro
organisme que traie datos personales por cuenia del
N responsable del tratamiento.
Encargado del i :
Tratamiento de Datos En el caso del SRCel, este 1ol corresponde a la jefalura o
' ¥ encargada del Registro en cuesiién, deblendo ajustar su
proceder conforme o establecido en el punto 6.3 de este

documeanto.
Evento de Seguridad Actividad o serie de actividades sospechosas gue amerita ser
y Privacidad de la analizada desde ia perspectiva de la Seguridad y Privacidad
Informacion de la Informacion.
Incidente de Evento o serie de eventos de Seguridad y Privacidad de la
Seguridad y informacion, no deseados 0 inesperados, que compromeie la
Privacidad de la Seguridad de 1a Informagcion y amenaza la operacion del
Informacion negocio.

Propiedad de la informacién segin la cual sdlo puede ser
Integridad modificada, agregada © gliminada por las personas o

sistemas autorizados para cada proceso, de tal forma de
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‘Término

Norma

Politica

Procedimiento

Responsable de la
informacion y
Privacidad de los
datos

Responsable del
Tratamiento de los
daios

Riesgo

Riesgo Residual

Sisterna de Gestion
de Seguridad de ia
Informacién (8GS))

'Definicion

salvaguardar la exactitud y completitud de los activos de
informacion.

Disposicién de caricter general que define los lineamientos
de implementacion de la seguridad Yy privacidad de la
informacion, estableciendo  obfigaciones, restricciones,
prohibiciones u ofras conductas esperadas.

Directriz u ofientacidn general expresada formalmente por la
Alta Direccion del Servicio.

Sucesion cronolégica de acciones concatenadas entre si,
para la realizacion de una actividad o area especifica dentro
del ambito de los controles de Seguridad y Privacidad de la

Informacion.

Es el(la) funcionario(a) usuario{a) a cargo de la manipuiacion
de datos personales, sea que efectis dicha manipulacion
mediante procedimientos automatizados o no automatizados.

Persona natural o juridica, publica o privada, que por si misrna
o en asociagion con otros, decida sobre la base de datos ylo
ol fratamiento de los datos. En este case, el Servicio de
Registro Givil e identificacion.

Es el efecto de 1a incertidumbre.

Con frecuencia el riesgo se expresa en términos de una
combinacion de las consecuencias de un evento {incluidos
cambios en las circunstancias) v la probabilidad asociada de
gue ocurra.

Una vez que opera &l ratamiento de un riesgo, & pesar de un
cuidadoso disefio e implementacién, puede no producir los
resultados esperados y generar consecuencias no previstas.
Aquetias consecuencias se entienden como Riesgo Residual.
Ef SGSI es el principal concepto sobre el gue se conforma la
norma IS0 27001, La gestién de la Seguridad de la
Informacian se debe realizar medianie un proceso sistémico,
documentado y conocido por toda a2 Institugion.
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Termino

Sistemna de Gestidn
en Privacidad de la
nformacion (SGF)

sistema de Seguridad
y Privacidad de 1a
Informacion

Tercero

Tiiuiar

Funcionario(a) /
Trabajadar{a}

Tratamiento

Vulnerabilidad

Definicion
£n el caso la gestitn de la Seguridad de la Informacidn, forma
parte del Sistema de Seguridad y Privacidad de la Inforrnacitn
del SERVICIO.

£l SGP! es el régimen en el que se integra la gestién eficaz
de la privacidad incorporando requisitos adicionales para el
procesamiento de datos personales.

Tarmbién forma parte del Sisterna de Seguridad y Privacidad
de la Informacién del SERVICIO.

Conjunio de politicas, procedimientos @ instructivos
adoptados por el SRCel, para gestionar tanto {a seguridad de
la informacién como la privacidad de los datos personales de
los usuarios{as) que se contienen en ios registros que Ia
institucion fiane a su cargo y administra por mandato legal.
Se refiere a empresas prestadoras de servicios, contralistas,
subeontratistas, v sus trabajadores 0 personal  bajo
subgrdipnacion, y cualquiera que, por cuenta propia o de
tercerps, desarrolle trabajos para o por cuenta de la
Institucion.

Parsona hatural o juridica cuyos Datos Personales sean
abjeto de Tratamiento.

Toda persona gque fenga un vinoulo contractual de trabajo con
SRCel. independiente de l1a calidad juridica: Planta, Contrata,
Honaorario, Codigo del Trabajo.

Cualquier operacion © conjunto de operaciones sobre datos
personales, tales como Ia recoleccion, almacenamiento, Uso,
circulacién o supresion.

Pebilidad de un activa o grupo de activos gque puede ser
materializada per una 0 Mas aMenazas.




